**Cookie Policy**

This Cookie Processing Policy (hereinafter referred to as the “Agreement” regulates the processing of cookies by DAMNSAFESYSTEMS, LTD, TIN nº 60176887T, which is represented by the director Dimitris Petrou, Address: Omirou, 7, 2nd flour Agios Nikolaos, 3095, Limassol, Cypros) (hereinafter referred to as the “Company”). The Agreement is an integral part of the Company's Privacy Policy.  
The Agreement describes the types of cookies, the purposes for which they are used and how it’s possible to refuse them.

The website: damnsafe.systems (hereinafter referred to as the “Site”) uses cookies and similar technologies to ensure the best possible experience for users (“Users”) by providing personalized information, remembering preferences in the field of marketing and content of the Site, and helping to obtain the information the User needs.

The Site implements a Cookie Consent Banner which allows Users to: (i) accept all cookies, (ii) reject all non-essential cookies, or (iii) customize cookie preferences by category (e.g., analytics, advertising, functional). Non-essential cookies are only placed after the User has given explicit consent.If the user has not accepted all the parameters or has not accepted them at all, the volume of use of the site may be limited.

When processing cookies, the Company is guided by the provisions of the Resolution General Data Protection Regulation, GDPR 2016/679 and also by ePrivacy Directive 2002/58/EC (and its amendments 2009/136/EC), Cyprus Law 125(I)/2018 оn the Protection of Natural Persons with regard to the Processing of Personal Data.

**1. Information for Users**

The information that the Company receives through “cookies” helps to provide the User with services in the most convenient form, and can also help the Company to get an idea about the users of the Site. For example, if, after visiting the Site, the User visited any section, then the next time the Company can find out about this from the “cookie” and highlight articles from this section during the User’s subsequent visits to the Site.

**2. Information about cookies**

Cookies are small pieces of data with service information about visiting the Site, which the server sends to the User’s device. Cookies remember information about the User's preferences and allow you to view visited sites over a certain period of time in a more convenient manner. For example, thanks to cookies, the Site offers the User to view information in the language that the User usually prefers.

Cookies may collect information such as IP addresses, which are considered personal data under the GDPR. Therefore, the Company treats such data in compliance with applicable data protection legislation.

Cookies store information about the User's preferences on the Internet. Users can set their devices to automatically accept all cookies, to warn each time a site attempts to write a cookie to the user's hard drive, or to not accept any cookies at all. This latter option means that some personal services may not be provided to users, and that users who select such settings may not be able to gain full access to all areas of the Site.

The user may refer to the browser's "Help" function to determine how to configure the cookie experience, as each browser is unique.

If the User has configured his device to completely prohibit the acceptance of cookies, the User can still visit the Site anonymously until the User wishes to use one of the Site's services.

Cookies are widely used by website owners to make websites work or improve performance, as well as to obtain analytical information.

**The site and service providers may use different types of cookies on their Internet resources:**

**Strictly necessary cookies.** These cookies are necessary for the Site to work correctly; the cookies will allow Users to move around the Site and use its features. These files do not identify Users as individuals. If the User does not agree to use this file type, this may affect the performance of the Site or its components.

**Performance, efficiency and analytics cookies**. These files help to understand how Users interact with the Site, providing information about the areas they visited and the amount of time they spent on the Site, and these files also show problems in the operation of the Internet resource, for example, error messages. This helps to improve the performance of the Site. Analytics cookies also help measure the effectiveness of advertising campaigns and optimize site content for those who are interested in advertising. This type of cookies cannot be used to identify the User. All information that is collected and analyzed is completely anonymous.

**Functional cookies**. These cookies serve to recognize Users returning to the Site. They allow you to individually select the content of the Site for Users. If the User blocks this type of file, this may affect the performance and functionality of the website and may limit access to content on the Site.

**Advertising cookies.** These files record information about user activities on the Internet, including visits to sites and pages, as well as data about the links and advertisements that Users choose to view. One of the goals is to display on websites the content that is most focused on the User. Another goal is to enable the provision of advertising or other information more precisely tailored to the interests of the User.

**3. Cookie management**

When visiting the Site for the first time, in a pop-up window (or using another technical solution), the User may be asked to select the types of cookies that will be stored on the User’s device. However, technical cookies are installed automatically when the page is loaded, unless otherwise specified in the browser settings. If the User has approved the use of cookies, but then wants to change his decision, he can do this by himself by deleting the saved files in the User’s browser.

The user can also change the settings for displaying personalized advertising or disable such advertising using the browser functionality.

The site can be used without cookies. The user can disable the storage of cookies, limit the creation of cookies to specific websites, or set their browser to notify them when cookies are sent. The user can also delete cookies from the hard drive of his device at any time (file: “cookies”). Please note that in this case, the display of pages and guidance on using the Site will be limited.

If the User does not want cookies to be stored on the device, the User can disable this option in the browser settings. Stored cookies can also be deleted at any time in your browser system settings. You can change your browser settings to accept or reject by default all cookies or cookies from certain sites, including the Site.

Most browsers allow you to have some degree of control over most cookies through your browser settings.

Not all Site Users use web browsers. For example, some Users access websites from mobile devices. In such a case, disabling cookies or changing your web browser settings may not be possible.

If you disable cookies, this may affect the User's browsing experience. If the User uses different devices to view and access the Site (for example, computer, smartphone, tablet, etc.), he must ensure that each browser on each device is configured in accordance with his cookie preferences.

**4. Collection and use of information**

Cookies are used for a variety of purposes, including to:

Make it easier for the Company and third parties to obtain information about Users’ visits to the Site.

Analyze information about visits to pages by Users to improve the Site.

Provide advertising, messages and content created by the Company and third parties on this site and the sites of others, taking into account the interests of the User.

Help the User obtain the necessary information.

Determine the number of visitors and how they use the Site to improve the effectiveness of the Site and to better understand the interests of their audience.

**5. Cookie retention period**

Some cookies are valid from the moment the User enters the site until the end of that particular browser session. When you close your browser, these files become unnecessary and are automatically deleted. These cookies are called "session" cookies.

Some cookies remain on your device between browser sessions and are not deleted when you close the browser. These cookies are called "persistent" cookies. The length of time persistent cookies remain on a device varies between cookies. The Company uses persistent cookies for various purposes: for example, to determine how often a User visits or returns to the Sites, how Site usage patterns change over time, and to measure the effectiveness of advertising.

Cookies may be placed on the User’s device by the Site administration. These cookies are called "first-party" cookies. Some cookies may be placed on the User's device by other operators. These cookies are called "third party" cookies.

Company and third parties may use cookies to find out when the User visits the Site and how you interact with the content. Based on cookies, aggregated and other information can be collected and used - thanks to this, the Company can provide the User with greater opportunities and analyze routes of visiting sites. This technology allows you to count the number of users who visited a specific section by following a link from a specific banner outside this Site, via a text link or images included in the newsletter. In addition, it serves as a tool for collecting aggregate statistics about the use of the Site for analytical research purposes and helps us optimize our sites, offer advertising in accordance with the interests of the User, as described in detail below.

**6. Use of web tracking and cookies**

The Company uses software to determine the number of users visiting the Site and the frequency of visits.

**Web beacons**

The Company uses analytical web services, such as Google Analytics, which help the Company understand how Users interact with the Site. These services may transfer data outside the European Economic Area (EEA), in particular to the United States. Such transfers are based on the Standard Contractual Clauses (SCCs) approved by the European Commission. Further information can be found in Google’s Privacy Policy: https://policies.google.com/privacy.

The information collected through Google Analytics may include identifiers such as IP addresses and cookie IDs, which are considered personal data under the GDPR. The Company ensures that such processing is based on User consent and subject to appropriate safeguards, including Standard Contractual Clauses for transfers outside the EEA.

7**. Security**

In most cases, information received about the User’s actions on the Site is processed automatically without access to it by any of the Company’s employees or contractors. If such access is needed, it can be provided only to those employees and contractors of the Company who need it to perform their tasks. To protect and ensure the confidentiality of data, all employees and contractors must comply with internal rules and procedures regarding the processing of information received about the User’s actions on the Site. They must also follow all technical and organizational security measures in place to protect information obtained about the User's activities on the Site.

The Company has also implemented sufficient technical and organizational measures to protect information about the User, his actions on the Site from unauthorized, accidental or unlawful destruction, loss, modification, unfair use, disclosure or access, as well as other illegal forms of processing. These security measures were implemented taking into account the current state of technology, the cost of their implementation, the risks associated with the processing and the nature of the information.

Communication with the Company is possible in the following ways:

- The Company's email address: office@damnsafe.systems
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